iIPECS One multi-client support being used
alongside IP DECT & 3rd party SIP phones.
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Feature first available:

iPECS Cloud version 5.5.

License Required:

e Premium iPECS One user or Premium Plus iPECS One user

Description:

IMPORTANT: If an existing IP DECT or 3rd party SIP device user is upgraded to an iPECS One package, the 'User
ID' for the existing device will change and MUST be updated on the device for it to continue working. Please see

Additional information section below.

In the previous 5.0 release, iPECS One softphone (via browser or mobile app) in a multi client setting be paired
with...

e LIP phone,e.g. 9000 series or 1000i series.
e Digital phones connected via Extension Gateway

e Limited set of first party (iPECS / Vertical) branded SIP phones.

The 5.5 release expands this scope to include the following devices:

NOTE: While these devices can be added to a user's account with the iPECS One client, call control via the iPECS
One client cannot be enabled for them

e |PDECT phones e.g. 110 or 150.

e 3rd Party SIP phones e.g. qualified Polycom, Cisco, Grandstream, or Yealink devices.

Below is and example of how they would be configured in Customer Manager portal under User Setup. This is not

an all inclusive list.

Device Feature Service Information DN Based CID Routing Device Feature Service Information DN Based CID Routing
Customer Device Customer Device
Phone ‘ — Please select — v ‘ Phone I - Please select — v l
| Soft Client/ IP Dect ‘ iPECS One Standard (7) v | | Soft Client/ IP Dect I iPECS One Standard (7) v I |
W] Soft Client/IP Dect | — Please select — v Soft Client /1P Dect | — Please select — v|
3rd Party SIP Q 3rd Party SIP
Device | Device — Please select — v
— Please select — | Q
IP-DECT 110 (18)
Extension Password IP-DECT 150 (18) Extension Password — Please select —
Yealink T19P (0)
Yealink T27G (19)




Additional Information:

In the event that an existing single client IP DECT or 3rd Party SIP phone is upgraded to include an iPECS One soft
client, the user ID for the physical device will change.

Below is where you can find this ID in the Customer Manager -> Users -> User Setup.

Change Device

Current Device

- |IP-DECT 110 (User ID : 680100021004

Additional Device
Hard Phone

[ Soft Client / IP Dect —- Please select —

——Please select -—
iPECS One Premium (10)
iPECS One Standard (18)

Device Feature Service Information DN Based C'D Routing Phone Configuration

Assigned Device

-iPECS One Standard
- IP-DECT 110 ( User ID : 680100026971004 ) Authentication ID
I

Open API Usage Not Used v

This User ID must also be updated in the IP DECT or 3rd Party SIP device to continue working.

Where this setting exists in 3rd Party SIP phones differs; but you can use published guides at the link below for
several of these devices:

iPECS 3rd-Party Certified Devices Setup
For the IP DECT phones though, please refer to the following screenshot.

130db

Home/Status Extensions

Extensions AcC: | 0000

Servers I Save ‘ ‘ Cancel |

Network

Seieomatin  Old User ID

Idx Extension Display Name Server

Management

HandeetType FWU Progress
A o Sl

Firmware Update

Country

Check All /Uncheck All . .
Security With selected; Delete Handset(s) It should be modified with new User ID

Central Directory Extension: 168@100026971004

Multi Cell Authentication User Name: DECT3900

Repeaters Authentacation passWord: SEssEsEssssERRIIRERERRRREES

Alarm Display Name: :-DECT 3900



http://ipecskb.vertical.com/help/ipecs-3rd-party-certified-devices-setup-guide

